
Consob – Commissione Nazionale per le Società e la Borsa - has ordered the black-out of 5 new websites 
through which financial services are abusively offered or services for crypto-activities are abusively 
provided.  
In details, Consob ordered the blackout of 2 abusive financial intermediation websites and 3 websites 
through which crypto currency services are abusively provided. 
Below are the websites Consob has ordered to be blacked out: 

• "Geneve Capital Invest" (website https://geneveinvestcap.com and page 
https://webtrader.gencapwebtrader.com);  

• "Finbridge International" (website https://finbridgeinternational.com and page 
https://webtrader.finbridgeinternational.trade); 

• "Atomic Wallet" (website https://atomicwallet.io); 

• "Cexrqw.com" (website https://cexrqw.com); 

• "Interersos.it" (website https://interersos.it). 
  

The number of websites blacked out since July 2019, when Consob got the power to order that the 
websites of fraudulent financial intermediaries be blacked out, has thus risen to 1381. 
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